Projekt z dnia 27 stycznia 2022 r.

Etap: KRMC

USTAWA

z <data wydania aktu> r.

o zmianie ustawy o udziale Rzeczypospolitej Polskiej w Systemie Informacyjnym Schengen oraz Wizowym Systemie Informacyjnym

Art. 1. W ustawie z dnia 24 sierpnia 2007 r. o udziale Rzeczypospolitej Polskiej w Systemie Informacyjnym Schengen oraz Wizowym Systemie Informacyjnym (Dz. U. z 2021 r. poz. 1041) wprowadza się następujące zmiany:

1) w tytule ustawy dodaje się odnośnik nr 1 w brzmieniu:

„1) Niniejsza ustawa służy stosowaniu rozporządzenia Parlamentu Europejskiego i Rady (UE) 2018/1860 z dnia 28 listopada 2018 r. w sprawie użytkowania Systemu Informacyjnego Schengen do celów powrotu nielegalnie przebywających obywateli państw trzecich (Dz. Urz. UE L 312 z 7.12.2018, str. 1), rozporządzenia Parlamentu Europejskiego i Rady (UE) 2018/1861 z dnia 28 listopada 2018 r. w sprawie utworzenia, funkcjonowania i użytkowania Systemu Informacyjnego Schengen (SIS) w dziedzinie odpraw granicznych, zmiany konwencji wykonawczej do układu z Schengen oraz zmiany i uchylenia rozporządzenia (WE) nr 1987/2006 (Dz. Urz. UE L 312 z 7.12.2018, str. 14, z późn. zm.) oraz rozporządzenia Parlamentu Europejskiego i Rady (UE) 2018/1862 z dnia 28 listopada 2018 r. w sprawie utworzenia, funkcjonowania i użytkowania Systemu Informacyjnego Schengen (SIS) w dziedzinie współpracy policyjnej i współpracy wymiarów sprawiedliwości w sprawach karnych, zmiany i uchylenia decyzji Rady 2007/533/WSiSW oraz uchylenia rozporządzenia Parlamentu Europejskiego i Rady (WE) nr 1986/2006 i decyzji Komisji 2010/261/UE (Dz. Urz. UE L 312 z 7.12.2018, str. 56, z późn. zm.).”;

2) w art. 2:

a) pkt 5 otrzymuje brzmienie:

„5) danych SIS – rozumie się przez dane określone w art. 4 ust. 1 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2018/1860 z dnia 28 listopada 2018 r. w sprawie użytkowania Systemu Informacyjnego Schengen do celów powrotu nielegalnie przebywających obywateli państw trzecich (Dz. Urz. UE L 312 z 7.12.2018, str. 1), zwanego dalej „rozporządzeniem 2018/1860”, w art. 20 ust. 1 i 2 rozporządzenia Parlamentu Europejskiego i Rady (EU) 2018/1861 z dnia 28 listopada 2018 r. w sprawie utworzenia, funkcjonowania i użytkowania Systemu Informacyjnego Schengen (SIS) w dziedzinie odpraw granicznych, zmiany konwencji wykonawczej do układu z Schengen oraz zmiany i uchylenia rozporządzenia (WE) nr 1987/2006 (Dz. Urz. UE L 312 z 7.12.2018, str. 14, z późn. zm.), zwanego dalej „rozporządzeniem 2018/1861” oraz art. 20 ust. 1–3 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2018/1862 z dnia 28 listopada 2018 r. w sprawie utworzenia, funkcjonowania i użytkowania Systemu Informacyjnego Schengen (SIS) w dziedzinie współpracy policyjnej i współpracy wymiarów sprawiedliwości w sprawach karnych, zmiany i uchylenia decyzji Rady 2007/533/WSiSW oraz uchylenia rozporządzenia Parlamentu Europejskiego i Rady (WE) nr 1986/2006 i decyzji Komisji 2010/261/UE (Dz. Urz. UE L 312 z 7.12.2018, str. 56, z późn. zm.), zwanego dalej „rozporządzeniem 2018/1862;”,

b) pkt 7 otrzymuje brzmienie:

„7) informacjach uzupełniających – rozumie się przez to informacje uzupełniające, o których mowa w art. 3 pkt 2 rozporządzenia 2018/1861 oraz art. 3 pkt 2 rozporządzenia 2018/1862;”,

c) pkt 10 otrzymuje brzmienie:

„10) kopii krajowej – rozumie się przez to kopię bazy danych SIS, o której mowa w art. 4 ust. 1 lit. b rozporządzenia 2018/1861 oraz w art. 4 ust. 1 lit. b rozporządzenia 2018/1862;”,

d) pkt 14a–15a otrzymują brzmienie:

„14a) systemie centralnym SIS – rozumie się przez to system centralny, o którym mowa w art. 4 ust. 1 lit. a rozporządzenia 2018/1861 oraz w art. 4 ust. 1 lit. a rozporządzenia 2018/1862;

15) Systemie Informacyjnym Schengen – rozumie się przez to system informacyjny, o którym mowa w art. 4 rozporządzenia 2018/1861 oraz w art. 4 rozporządzenia 2018/1862;

15a) systemie krajowym N.SIS – rozumie się przez to polski system krajowy zawierający kopię krajową, który łączy się z systemem centralnym SIS, o którym mowa w art. 4 ust. 1 lit. b rozporządzenia 2018/1861 oraz w art. 4 ust. 1 lit. b rozporządzenia 2018/1862;”,

e) pkt 18 otrzymuje brzmienie:

„18) przetwarzaniu danych – rozumie się przez to przetwarzanie danych osobowych, o którym mowa w art. 3 pkt 6 rozporządzenia 2018/1861 i art. 3 pkt 5 rozporządzenia 2018/1862, a także jakiekolwiek operacje wykonywane na danych niebędących danymi osobowymi, takie jak: zbieranie, wpisywanie, utrwalanie, przechowywanie, opracowywanie, zmienianie, udostępnianie i usuwanie;”;

f) w pkt 19 kropkę zastępuje się średnikiem i dodaje się pkt 20–27 w brzmieniu:

„20) dopasowaniu danych SIS – rozumie się przez to dopasowanie, o którym mowa w art. 3 pkt 7 rozporządzenia 2018/1861 i art. 3 pkt 6 rozporządzenia 2018/1862;

21) tożsamości przywłaszczonej – rozumie się przez to dane wprowadzone do SIS zgodnie z art. 47 rozporządzenia 2018/1861 oraz zgodnie z art. 62 rozporządzenia 2018/1862 dotyczące osoby pokrzywdzonej, której tożsamością posługuje się osoba poszukiwana na podstawie wpisu do SIS;

22) odsyłaczu – rozumie się przez to odsyłacz, o którym mowa w art. 48 rozporządzenia 2018/1861 i art. 63 rozporządzenia 2018/1862, utworzony w SIS pomiędzy co najmniej dwoma wpisami;

23) danych biometrycznych – rozumie się przez to dane, o których mowa w art. 3 pkt 13 rozporządzenia 2018/1861 i art. 3 pkt 12 rozporządzenia 2018/1862;

24) danych daktyloskopijnych – rozumie się przez to dane, o których mowa w art. 3 pkt 14 rozporządzenia 2018/1861 i art. 3 pkt 13 rozporządzenia 2018/1862;

25) użytkowniku indywidualnym – należy przez to rozumieć osobę fizyczną upoważnioną w ramach organu do dostępu do Krajowego Systemu Informatycznego (KSI) oraz do przetwarzania danych poprzez Krajowy System Informatyczny (KSI), która w celu dostępu do danych SIS korzysta bezpośrednio z aplikacji WWW SIS, a w celu dostępu do danych VIS korzysta bezpośrednio z aplikacji WWW VIS;

26) użytkowniku instytucjonalnym – należy przez to rozumieć organ uprawniony do dostępu i współpracy z Krajowym Systemem Informatycznym (KSI) za pośrednictwem własnego systemu teleinformatycznego;

27) użytkowniku końcowym – należy przez to rozumieć osobę fizyczną upoważnioną do dostępu do Krajowego Systemu Informatycznego (KSI) oraz przetwarzania danych poprzez Krajowy System Informatyczny (KSI) za pośrednictwem systemu teleinformatycznego użytkownika instytucjonalnego.”;

3) użyte w art. 2 pkt 13, art. 5 ust. 2 pkt 5 i ust. 3, art. 6 pkt 4–7 oraz art. 11 ust. 2 w różnym przypadku i liczbie wyrazy „Państwo Członkowskie” zastępuje się użytymi w odpowiednim przypadku i liczbie wyrazami „państwo członkowskie”;

4) art. 3 otrzymuje brzmienie:

„Art. 3. 1. Uprawnienie do bezpośredniego dostępu do Krajowego Systemu Informatycznego (KSI) w celu dokonywania wpisów danych SIS dotyczących:

1) osób poszukiwanych do tymczasowego aresztowania w celu wydania ich przez państwo obce na podstawie wniosku o wydanie przysługuje sądowi lub prokuratorowi;

2) osób poszukiwanych do tymczasowego aresztowania w celu przekazania osoby ściganej na podstawie europejskiego nakazu aresztowania lub na podstawie nakazu aresztowania wydanego zgodnie z zawartą w tym celu umową, która przewiduje przekazywanie takiego nakazu aresztowania za pośrednictwem SIS przysługuje sądowi;

3) świadków albo podejrzanych lub oskarżonych wezwanych do stawiennictwa przed sądem lub prokuratorem celem złożenia wyjaśnień w związku z postępowaniem karnym lub postępowaniem karnym skarbowym lub poszukiwanych w celu wezwania do takiego stawiennictwa albo osób, którym ma zostać doręczony wyrok w sprawie karnej lub w sprawie o przestępstwo skarbowe lub inne dokumenty związane z postępowaniem karnym lub postępowaniem karnym skarbowym w celu złożenia wyjaśnień albo osób, którym ma zostać doręczone wezwanie do stawienia się w celu odbycia kary pozbawienia wolności – w celu zapewnienia informacji o ich miejscu zamieszkania lub pobytu, przysługuje sądowi lub prokuratorowi;

4) cudzoziemców objętych odmową wjazdu i pobytu na warunkach określonych w art. 24 rozporządzenia 2018/1861, przysługuje Szefowi Urzędu do Spraw Cudzoziemców;

5) cudzoziemców, w stosunku do których została wydana decyzja o zobowiązaniu cudzoziemca do powrotu na zasadach określonych w art. 3 rozporządzenia 2018/1860, przysługuje Straży Granicznej;

6) osób zaginionych, w tym wymagających ochrony, które dla ich własnej ochrony lub w celu zapobieżenia stwarzanemu przez nie zagrożeniu dla porządku publicznego lub bezpieczeństwa publicznego powinny zostać umieszczone we właściwej placówce opiekuńczej lub leczniczej, przysługuje Policji;

7) małoletnich, którym należy uniemożliwić podróżowanie ze względu na zagrożenie uprowadzeniem przez rodzica, członka rodziny lub opiekuna lub ze względu na realne zagrożenie, że zostaną wywiezieni z terytorium państwa członkowskiego lub opuszczą to terytorium, przysługuje Policji, sądowi lub prokuratorowi;

8) małoletnich, którym należy uniemożliwić podróżowanie ze względu na realne zagrożenie, że zostaną wywiezieni z terytorium państwa członkowskiego lub opuszczą to terytorium oraz że staną się ofiarami handlu ludźmi lub ofiarami przymusowego małżeństwa, okaleczenia żeńskich narządów płciowych lub innych form przemocy warunkowanej płcią przysługuje Policji, Straży Granicznej, sądowi lub prokuratorowi;

9) małoletnich, którym należy uniemożliwić podróżowanie ze względu na realne zagrożenie, że zostaną wywiezieni z terytorium państwa członkowskiego lub opuszczą to terytorium oraz staną się ofiarami przestępstw o charakterze terrorystycznym lub wezmą udział w popełnianiu takich przestępstw lub zostaną zwerbowani lub zaciągnięci do ugrupowań zbrojnych lub zmuszeni do aktywnego udziału w działaniach wojennych przysługuje Policji, Agencji Bezpieczeństwa Wewnętrznego, sądowi lub prokuratorowi;

10) osób pełnoletnich narażonych na niebezpieczeństwo, którym dla ich własnej ochrony należy uniemożliwić podróżowanie ze względu na realne zagrożenie, że zostaną wywiezione z terytorium państwa członkowskiego lub opuszczą to terytorium i że staną się ofiarami handlu ludźmi lub przemocy warunkowanej płcią przysługuje Policji, Straży Granicznej, sądowi lub prokuratorowi;

11) osób lub przedmiotów należących do jednej z kategorii, o których mowa w pkt 12 lit. a–c, e, g, h oraz j–l, a także bezgotówkowych środków płatniczych wprowadzonych w celu:

a) przeprowadzania kontroli niejawnych, rozpytań kontrolnych lub kontroli szczególnych, których celem jest zapobieganie przestępstwom, ich wykrywanie, prowadzenie w ich sprawie postępowań przygotowawczych lub ich ściganie, wykonanie wyroku w sprawach karnych lub w sprawach o przestępstwa skarbowe lub zapobieganie zagrożeniom dla bezpieczeństwa publicznego, jeżeli zachodzi co najmniej jedna z następujących okoliczności:

- istnieje uzasadnione podejrzenie, że dana osoba ma zamiar popełnić lub popełnia którekolwiek z przestępstw, o których mowa w art. 607w ustawy z dnia 6 czerwca 1997 r. – Kodeks postępowania karnego (Dz. U. z 2021 r. poz. 534 i 1023),

- informacje, o których mowa w art. 37 ust. 1 rozporządzenia 2018/1862 są niezbędne do wykonania kary pozbawienia wolności lub środka zabezpieczającego polegającego na pozbawieniu wolności w odniesieniu do osoby skazanej za popełnienie któregokolwiek z przestępstw, o których mowa w art. 607w ustawy z dnia 6 czerwca 1997 r. – Kodeks postępowania karnego,

- ogólna ocena danej osoby, w szczególności w świetle wcześniej popełnionych przestępstw, pozwala przypuszczać, że osoba ta może w przyszłości popełniać przestępstwa, o których mowa w art. 607w ustawy z dnia 6 czerwca 1997 r. – Kodeks postępowania karnego

- przysługuje Policji, Służbie Celno-Skarbowej, Straży Granicznej, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej lub Centralnemu Biuru Antykorupcyjnemu,

b) przeprowadzania kontroli niejawnych, rozpytań kontrolnych lub kontroli szczególnych, których celem jest zapobieganie poważnym zagrożeniom wewnętrznego i zewnętrznego bezpieczeństwa państwa, przysługuje Agencji Bezpieczeństwa Wewnętrznego, Agencji Wywiadu, Centralnemu Biuru Antykorupcyjnemu, Służbie Ochrony Państwa, Służbie Kontrwywiadu Wojskowego lub Służbie Wywiadu Wojskowego;

12) przedmiotów podlegających zatrzymaniu albo mogących stanowić dowód w sprawie lub podlegających zajęciu w celu zabezpieczenia w postępowaniu karnym lub postępowaniu karnym skarbowym, należących do jednej z poniższych kategorii:

a) pojazdy silnikowe niezależnie od układu napędowego,

b) przyczepy o masie własnej przekraczającej 750 kg,

c) przyczepy turystyczne,

d) urządzenia przemysłowe,

e) jednostki pływające,

f) silniki jednostek pływających,

g) kontenery,

h) statki powietrzne,

i) silniki statków powietrznych,

j) broń palna,

k) blankiety dokumentów urzędowych, które zostały skradzione, przywłaszczone, utracone lub które mają charakter takich dokumentów, ale są fałszywe,

l) wydane dokumenty tożsamości, takie jak paszporty, dowody tożsamości, dokumenty pobytowe, dokumenty podróży oraz prawa jazdy, które zostały skradzione, przywłaszczone, utracone lub unieważnione lub które mają charakter takich dokumentów, ale są fałszywe,

m) dowody rejestracyjne pojazdów i tablice rejestracyjne pojazdów, które zostały skradzione, przywłaszczone, utracone lub unieważnione lub które mają charakter takich dokumentów lub tablic rejestracyjnych, ale są fałszywe,

n) banknoty (o spisanych numerach) i banknoty fałszywe,

o) sprzęt informatyczny,

p) możliwe do zidentyfikowania części pojazdów silnikowych,

q) możliwe do zidentyfikowania części urządzeń przemysłowych,

r) inne możliwe do zidentyfikowania przedmioty o znacznej wartości, zdefiniowane zgodnie z art. 38 ust. 3 rozporządzenia 2018/1862

- przysługuje Policji, Straży Granicznej, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, sądowi lub prokuratorowi;

13) przedmiotów podlegających zatrzymaniu, należących do jednej z kategorii:

a) blankiety dokumentów urzędowych, które zostały skradzione, przywłaszczone lub utracone,

b) wydane dokumenty tożsamości, takie jak paszporty, dowody tożsamości, dokumenty pobytowe, dokumenty podróży oraz prawa jazdy, które zostały skradzione, przywłaszczone, utracone lub unieważnione

- przysługuje ministrowi właściwemu do spraw wewnętrznych, ministrowi właściwemu do spraw zagranicznych, Szefowi Urzędu do Spraw Cudzoziemców lub wojewodzie;

14) podlegających zatrzymaniu dowodów rejestracyjnych pojazdów i tablic rejestracyjnych pojazdów, które zostały skradzione, przywłaszczone, utracone lub unieważnione przysługuje ministrowi właściwemu do spraw wewnętrznych;

15) danych daktyloskopijnych znalezionych na miejscu popełnienia przestępstw o charakterze terrorystycznym lub innych poważnych przestępstw będących przedmiotem postępowania przygotowawczego, jeżeli zachodzi wysokie prawdopodobieństwo, że należą do sprawcy, przysługuje Agencji Bezpieczeństwa Wewnętrznego, Policji, Służbie Celno-Skarbowej, Żandarmerii Wojskowej lub Straży Granicznej.

2. W przypadku braku bezpośredniego dostępu do Krajowego Systemu Informatycznego (KSI), spowodowanego przyczynami niezależnymi od danego organu, organy wymienione w ust. 1 mogą dokonywać wpisów danych SIS za pośrednictwem centralnego organu technicznego Krajowego Systemu Informatycznego (KSI).

3. Organy wymienione w ust. 1 odpowiadają za wprowadzone wpisy danych SIS, w tym dokonują ich aktualizacji, weryfikacji, przedłużenia okresu utrzymywania i usunięcia na zasadach określonych w art. 39 ust. 1–5 i ust. 7, art. 40 i art. 44 rozporządzenia 2018/1861 oraz art. 53 ust. 1–7 i ust. 9, art. 54 ust. 1–4, art. 55 i art. 59 rozporządzenia 2018/1862.

4. W przypadku operacji, o której mowa w art. 26 ust. 4 rozporządzenia 2018/1862, o zgodę na tymczasowy brak dostępności do wglądu danych SIS zawartych w istniejącym wpisie, o którym mowa w ust. 1 pkt 1 i 2, do sądu lub prokuratora, który wprowadził wpis, może wystąpić Policja, Straż Graniczna lub Agencji Bezpieczeństwa Wewnętrznego.

5. W przypadku, gdy decyzja, o której mowa w ust. 1 pkt 5, została zrealizowana zgodnie z art. 6 rozporządzenia 2018/1860 i towarzyszy jej zakaz wjazdu, o którym mowa w art. 24 ust. 1 lit. b rozporządzenia 2018/1861, Szefowi Urzędu do Spraw Cudzoziemców przysługuje możliwość dokonania wpisu określonego w ust. 1 pkt 4 w miejsce wpisu określonego w ust. 1 pkt 5 zgodnie z art. 24 rozporządzenia 2018/1861.

6. W celu dokonania wpisu do SIS określonego w art. 3 ust. 1 pkt 5 pozwalającego na skuteczną identyfikację osoby nim objętej organ uprawniony przetwarza dane SIS zgodnie z zakresem wskazanym w art. 4 rozporządzenia 2018/1860. W celu dokonania wpisu do SIS określonego w art. 3 ust. 1 pkt 1-4 i pkt 6-15 pozwalającego na skuteczną identyfikację osoby nim objętej organy uprawnione przetwarzają dane SIS zgodnie z zakresem wskazanym w art. 20 rozporządzenia 2018/1861 oraz art. 20 rozporządzenia 2018/1862.”;

5) art. 4 otrzymuje brzmienie:

„Art. 4. 1. Uprawnienie do bezpośredniego dostępu do Krajowego Systemu Informatycznego (KSI) w celu wglądu do danych SIS dotyczących:

1) osób poszukiwanych do tymczasowego aresztowania w celu wydania ich na wniosek państwa członkowskiego lub państwa obcego przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, Służbie Ochrony Państwa, ministrowi właściwemu do spraw wewnętrznych, wojewodzie, sądowi lub prokuratorowi;

2) osób poszukiwanych do tymczasowego aresztowania, o których mowa w art. 3 ust. 1 pkt 2, przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, Służbie Ochrony Państwa, ministrowi właściwemu do spraw wewnętrznych, wojewodzie, sądowi lub prokuratorowi;

3) osób poszukiwanych w celu zapewnienia informacji o ich miejscu zamieszkania lub pobytu, o których mowa w art. 3 ust. 1 pkt 3, przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, Służbie Ochrony Państwa, sądowi lub prokuratorowi;

4) cudzoziemców, o których mowa w art. 3 ust. 1 pkt 4, przysługuje ministrowi właściwemu do spraw zagranicznych, ministrowi właściwemu do spraw wewnętrznych, Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Agencji Wywiadu, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Kontrwywiadu Wojskowego, Służbie Wywiadu Wojskowego, Służbie Celno-Skarbowej, Służbie Ochrony Państwa, Szefowi Urzędu do Spraw Cudzoziemców, wojewodzie, konsulowi, sądowi lub prokuratorowi;

5) cudzoziemców, o których mowa w art. 3 ust. 1 pkt 5, przysługuje ministrowi właściwemu do spraw zagranicznych, ministrowi właściwemu do spraw wewnętrznych, Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Agencji Wywiadu, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Kontrwywiadu Wojskowego, Służbie Wywiadu Wojskowego, Służbie Celno-Skarbowej, Służbie Ochrony Państwa, Szefowi Urzędu do Spraw Cudzoziemców, wojewodzie, konsulowi, sądowi lub prokuratorowi;

6) osób zaginionych, o których mowa w art. 3 ust. 1 pkt 6, przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, Służbie Ochrony Państwa, ministrowi właściwemu do spraw wewnętrznych, wojewodzie, sądowi lub prokuratorowi;

7) małoletnich, o których mowa w art. 3 ust. 1 pkt 7, przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, sądowi lub prokuratorowi;

8) małoletnich, o których mowa w art. 3 ust. 1 pkt 8, przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, sądowi lub prokuratorowi;

9) małoletnich, o których mowa w art. 3 ust. 1 pkt 9, przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, sądowi lub prokuratorowi;

10) osób pełnoletnich narażonych na niebezpieczeństwo, o których mowa w art. 3 ust. 1 pkt 10, przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, sądowi lub prokuratorowi;

11) osób lub przedmiotów wprowadzonych w celu przeprowadzania kontroli niejawnych, rozpytań kontrolnych lub kontroli szczególnych, o których mowa w art. 3 ust. 1 pkt 11, przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Agencji Wywiadu, Żandarmerii Wojskowej, Służbie Kontrwywiadu Wojskowego, Służbie Wywiadu Wojskowego, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, Służbie Ochrony Państwa, ministrowi właściwemu do spraw wewnętrznych, wojewodzie, sądowi lub prokuratorowi;

12) przedmiotów, o których mowa w art. 3 ust. 1 pkt 12, przysługuje Straży Granicznej, Policji, Agencji Bezpieczeństwa Wewnętrznego, Żandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Służbie Celno-Skarbowej, sądowi lub prokuratorowi;

13) przedmiotów podlegających zatrzymaniu albo mogących stanowić dowód w sprawie lub podlegających zajęciu w celu zabezpieczenia w postępowaniu karnym lub postępowaniu karnym skarbowym, należących do jednej z kategorii, o których mowa w art. 3 ust. 1 pkt 12 lit. k oraz l, przysługuje ministrowi właściwemu do spraw wewnętrznych, ministrowi właściwemu do spraw zagranicznych, Szefowi Urzędu do Spraw Cudzoziemców, wojewodzie lub konsulowi;

14) przedmiotów podlegających zatrzymaniu albo mogących stanowić dowód w sprawie lub podlegających zajęciu w celu zabezpieczenia w postępowaniu karnym lub postępowaniu karnym skarbowym, należących do jednej z kategorii, o których mowa w art. 3 ust. 1 pkt 12 lit. a–i, m, p oraz q, przysługuje ministrowi właściwemu do spraw wewnętrznych, Służbie Ochrony Państwa, Agencji Wywiadu, Służbie Wywiadu Wojskowego, Służbie Kontrwywiadu Wojskowego lub wojewodzie mazowieckiemu;

15) przedmiotów podlegających zatrzymaniu albo mogących stanowić dowód w sprawie lub podlegających zajęciu w celu zabezpieczenia w postępowaniu karnym lub postępowaniu karnym skarbowym, należących do kategorii, o której mowa w art. 3 ust. 1 pkt 12 lit. a, e oraz h przysługuje naczelnikowi urzędu skarbowego;

16) danych daktyloskopijnych, o których mowa w art. 3 ust. 1 pkt 15, przysługuje Agencji Bezpieczeństwa Wewnętrznego, Policji, Żandarmerii Wojskowej, Służbie Celno-Skarbowej, Centralnemu Biuru Antykorupcyjnemu lub Straży Granicznej.

2. Uprawnienie do pośredniego dostępu do Krajowego Systemu Informatycznego (KSI) w celu wglądu do danych SIS dotyczących przedmiotów, o których mowa w art. 3 ust. 1 pkt 12 lit. a–c, m oraz p, przysługuje organom samorządowym właściwym w sprawach rejestracji pojazdów.

3. Uprawnienie do bezpośredniego dostępu do Krajowego Systemu Informatycznego (KSI) w celu wglądu do danych SIS dotyczących przedmiotów, o których mowa w art. 3 ust. 1 pkt 12 lit. h oraz i, przysługuje Prezesowi Urzędu Lotnictwa Cywilnego.

4. Uprawnienie do pośredniego dostępu do Krajowego Systemu Informatycznego (KSI) w celu wglądu do danych SIS dotyczących przedmiotów, o których mowa w art. 3 ust. 1 pkt 12 lit. e oraz f, przysługuje dyrektorowi urzędu morskiego, Izbie Morskiej, dyrektorowi urzędu żeglugi śródlądowej, staroście lub właściwemu polskiemu związkowi sportowemu w rozumieniu ustawy z dnia 25 czerwca 2010 r. o sporcie (Dz. U. z 2020 r. poz. 1133).

5. Uprawnienie do wglądu do danych SIS przysługuje organom określonym w:

1) ust. 1 pkt 14 i ust. 2 wyłącznie w związku z wykonywaniem obowiązku rejestracji pojazdów określonego w art. 73 i 74 ustawy z dnia 20 czerwca 1997 r. – Prawo o ruchu drogowym (Dz. U. z 2021 r. poz. 450, 463, 694 i 720) w celu sprawdzenia, czy zgłoszone do rejestracji pojazdy oraz towarzyszące im dowody rejestracyjne i tablice rejestracyjne nie zostały skradzione, przywłaszczone, utracone lub nie są poszukiwane jako dowód w postępowaniu karnym lub postępowaniu karnym skarbowym;

2) ust. 3 wyłącznie w związku z wykonywaniem obowiązku rejestracji statków powietrznych określonego w art. 34, 35 i 37 ustawy z dnia 3 lipca 2002 r. – Prawo lotnicze (Dz. U. z 2020 r. poz. 1970 oraz z 2021 r. poz. 784, 847 i 1898) w celu sprawdzenia, czy zgłoszone do rejestracji statki powietrzne, w tym silniki statków powietrznych, nie zostały skradzione, przywłaszczone, utracone lub nie są poszukiwane jako dowód w postępowaniu karnym lub postępowaniu karnym skarbowym;

3) ust. 4 wyłącznie w związku z wykonywaniem obowiązku rejestracji jednostek pływających określonego w art. 23 i 39 ustawy z dnia 18 września 2001 r. – Kodeks morski (Dz. U. z 2018 r. poz. 2175), w art. 19 ustawy z dnia 21 grudnia 2000 r. o żegludze śródlądowej (Dz. U. z 2020 r. poz. 1863 oraz z 2021 r. poz. 2490) oraz w art. 4 ustawy z dnia 12 kwietnia 2018 r. o rejestracji jachtów i innych jednostek pływających o długości do 24 m (Dz. U. z 2020 r. poz. 1500) w celu sprawdzenia, czy zgłoszone do rejestracji jednostki pływające, w tym silniki jednostek pływających nie zostały skradzione, przywłaszczone, utracone lub nie są poszukiwane jako dowód w postępowaniu karnym lub postępowaniu karnym skarbowym.

6. Organy, o których mowa w ust. 1–4, w przypadku odnalezienia na skutek wglądu do danych SIS osoby lub przedmiotu, których dotyczy wpis, są obowiązane bezzwłocznie poinformować o tym biuro SIRENE, o którym mowa w art. 35, oraz zatrzymać osobę lub przedmiot i podjąć wnioskowane we wpisie działania, o ile realizowane przez dany organ zadania umożliwiają im takie działania, albo bezzwłocznie przekazać osobę lub przedmiot Policji.

7. W przypadku przekazania osoby lub przedmiotu Policja podejmuje wnioskowane we wpisie działania na podstawie ustawy z dnia 6 kwietnia 1990 r. o Policji (Dz. U. z 2021 r. poz. 1882 oraz z 2021 r. poz. 1728, 2333, 2447 i 2448) oraz stosuje inne przewidziane prawem środki w oparciu o przekazane wraz z osobą lub przedmiotem materiały, w szczególności treść zgromadzonej w związku z zatrzymaniem dokumentacji.

8. Minister właściwy do spraw wewnętrznych określi, w drodze rozporządzenia, tryb przekazywania Policji osób lub przedmiotów odnalezionych na skutek wglądu do danych SIS, procedurę postępowania w przypadkach ujawnienia tożsamości przywłaszczonej oraz sposób i tryb współpracy organów, o których mowa w ust. 1–4, z centralnym organem technicznym KSI oraz biurem SIRENE, w tym procedurę wymiany informacji uzupełniających określonych w art. 37 ust. 2 niezbędnych do wykonania wnioskowanych we wpisie działań, uwzględniając sprawną i skuteczną realizację wnioskowanych we wpisie działań wobec odnalezionych osób lub przedmiotów.

9. Uprawnienie do weryfikacji dopasowań uzyskanych przez uprawniony organ, opierających się na porównaniu danych biometrycznych przysługuje Centralnemu Laboratorium Kryminalistycznemu Policji.

10. Minister właściwy do spraw wewnętrznych określi, w drodze rozporządzenia, sposób i tryb przetwarzania danych biometrycznych SIS oraz wzory dokumentów wykorzystywanych przy przetwarzaniu tych danych, a także sposób i tryb weryfikacji dopasowań opartych na porównaniu danych biometrycznych, uwzględniając procedurę postępowania i warunki techniczne przy pobieraniu, rejestrowaniu i przekazywaniu tych danych.”;

6) użyty w art. 7 ust. 1 i ust. 2 pkt 1 w różnym przypadku wyraz „prokuratura” zastępuje się użytym w odpowiednim przypadku wyrazem „prokurator”;

7) art. 9 otrzymuje brzmienie:

„Art. 9. Prezes Urzędu Ochrony Danych Osobowych w przypadku, o którym mowa w art. 44 ust. 6 rozporządzenia 2018/1861 oraz w art. 59 ust. 6 rozporządzenia 2018/1862, jest organem uprawnionym do przekazania sprawy Europejskiemu Inspektorowi Ochrony Danych, w celu podjęcia działań mediacyjnych.”;

8) w art. 21 ust. 1 otrzymuje brzmienie:

„1. Minister właściwy do spraw wewnętrznych określi, w drodze rozporządzenia, warunki techniczne, sposób i tryb dokonywania wpisów danych SIS oraz tworzenia odsyłaczy pomiędzy wpisami w SIS, a także sposób i tryb aktualizowania, usuwania i wyszukiwania danych SIS poprzez Krajowy System Informatyczny (KSI), mając na względzie prawidłowe wykonywanie przez Rzeczpospolitą Polską zobowiązań wynikających z udziału w Systemie Informacyjnym Schengen.”;

9) w art. 22 w ust. 2 po wyrazach „w art. 4 ust. 2” dodaje się wyrazy „i 4”;

10) art. 23 otrzymuje brzmienie:

„Art. 23. Organy, o których mowa w art. 4, w przypadku stwierdzenia, że przetwarzane przez te organy dane SIS są nieprawidłowe, niezwłocznie informują o tym biuro SIRENE w celu weryfikacji prawidłowości tych danych SIS.”;

11) art. 25 otrzymuje brzmienie:

„Art. 25. 1. Organ uprawniony do dostępu do Krajowego Systemu Informatycznego (KSI) oraz przetwarzania danych poprzez Krajowy System Informatyczny (KSI) jest obowiązany do szkolenia wszystkich osób, które mają realizować to uprawnienie, w zakresie użytkowania Systemu Informacyjnego Schengen i Wizowego Systemu Informacyjnego, bezpieczeństwa i jakości danych, praw podstawowych oraz procedur regulujących przetwarzanie danych.

2. Odbycie szkolenia przed przyznaniem upoważnienia do dostępu do Krajowego Systemu Informatycznego (KSI) oraz przetwarzania danych poprzez Krajowy System Informatyczny (KSI) stanowi warunek nadania tego upoważnienia (szkolenie dostępowe). Odbycie szkolenia po przyznaniu upoważnienia do dostępu do Krajowego Systemu Informatycznego (KSI) oraz przetwarzania danych poprzez Krajowy System Informatyczny (KSI) (szkolenia okresowe) następuje zgodnie z terminami określonymi przez organ uprawniony.

3. Centralny organ techniczny KSI upoważnia użytkownika indywidualnego do dostępu do Krajowego Systemu Informatycznego (KSI) oraz przetwarzania danych poprzez Krajowy System Informatyczny (KSI), wydaje osobisty i niepowtarzalny identyfikator użytkownika indywidualnego, a także prowadzi ewidencję tych użytkowników.

4. Organ uprawniony, o którym mowa w art. 3 ust. 1 i art. 4 ust. 1, upoważnia użytkownika końcowego do dostępu do Krajowego Systemu Informatycznego (KSI) oraz przetwarzania danych poprzez Krajowy System Informatyczny (KSI), a także prowadzi ewidencję tych użytkowników.

5. Upoważnienie oraz ewidencja wskazane w ust. 3 i 4 zawierają:

1) imię i nazwisko użytkownika;

2) numer PESEL użytkownika;

3) zakres przyznawanych użytkownikowi uprawnień;

4) okres, na który przyznaje się uprawnienia.

Upoważnienie dla użytkownika końcowego może zawierać inne dane niż wymienione, wyłącznie jeżeli są one niezbędne do nadania uprawnień użytkownikowi końcowemu do systemu teleinformatycznego użytkownika instytucjonalnego.

6. Minister właściwy do spraw wewnętrznych, po zasięgnięciu opinii Prezesa Urzędu Ochrony Danych Osobowych, określi, w drodze rozporządzenia, sposób przeprowadzania szkoleń w zakresie określonym w ust. 1, ze szczególnym uwzględnieniem zasad dotyczących ochrony danych osobowych oraz przetwarzania danych, w tym określanych w aktach wykonawczych Komisji Europejskiej wydawanych do rozporządzenia 2018/1860, rozporządzenia 2018/1861 oraz rozporządzenia 2018/1862, a także kwalifikacje osób uprawnionych do przeprowadzania tych szkoleń, mając na uwadze konieczność zapewnienia możliwości pełnego korzystania z funkcji Systemu Informacyjnego Schengen i Wizowego Systemu Informacyjnego w zakresie przyznanego dostępu.

7. Minister właściwy do spraw wewnętrznych określi, w drodze rozporządzenia, tryb dostępu do Krajowego Systemu Informatycznego (KSI) oraz tryb cofania dostępu, sposób przydzielania osobom upoważnionym do dostępu osobistych i niepowtarzalnych identyfikatorów użytkownika indywidualnego, jak również sposób prowadzenia ewidencji użytkowników końcowych oraz użytkowników indywidualnych, a także wzór upoważnienia do dostępu do Krajowego Systemu Informatycznego (KSI) oraz przetwarzania danych poprzez Krajowy System Informatyczny (KSI), przy uwzględnieniu konieczności zapewnienia bezpieczeństwa i ochrony przetwarzania danych poprzez Krajowy System Informatyczny (KSI).”;

12) użyte w art. 26 ust. 1 i art. 26 ust. 2 pkt 2 w różnym przypadku wyrazy „system krajowy N.SIS II” zastępuje się użytymi w odpowiednim przypadku wyrazami „system krajowy N.SIS”;

13) w art. 26 w ust. 2 pkt 1 otrzymuje brzmienie:

„1) utworzenie, zapewnienie funkcjonowania, utrzymanie i dalsze rozwijanie Krajowego Systemu Informatycznego (KSI);”;

14) art. 27 otrzymuje brzmienie:

„Art. 27. 1. W celu realizacji zadań, o których mowa w art. 26 ust. 2, centralny organ techniczny KSI jest obowiązany do:

1) przestrzegania obowiązujących protokołów i procedur technicznych w celu zapewnienia kompatybilności Krajowego Systemu Informatycznego (KSI) z systemem centralnym SIS oraz Centralnym Wizowym Systemem Informacyjnym;

2) zapewnienia, aby dane SIS przechowywane w kopii krajowej były, dzięki automatycznym aktualizacjom, identyczne i spójne z danymi przechowywanymi w systemie centralnym SIS oraz aby wyszukiwanie przeprowadzone w kopii krajowej prowadziło do wyniku równoważnego wynikowi wyszukiwania w bazie danych systemu centralnego SIS;

3) realizacji zadań wskazanych w art. 10 ust. 1 rozporządzenia 2018/1861 i art. 10 ust. 1 rozporządzenia 2018/1862;

4) umożliwienia organom uprawnionym, wskazanym w art. 3–4, przetwarzania danych SIS poprzez Krajowy System Informatyczny (KSI), w szczególności poprzez zapewnienie im niezakłóconej dostępności danych SIS oraz udzielania tym organom niezbędnych informacji do prawidłowego wykonywania przez nie zadań w zakresie uczestnictwa w Systemie Informacyjnym Schengen;

5) umożliwienia organom, o których mowa w art. 5–7, przetwarzania danych VIS poprzez Krajowy System Informatyczny (KSI) oraz udzielania tym organom niezbędnych informacji do prawidłowego wykonywania przez te organy zadań w zakresie uczestnictwa w Wizowym Systemie Informacyjnym;

6) przekazywania organowi zarządzającemu systemem centralnym SIS wykazu organów, o których mowa w art. 3 ust. 1 i art. 4 ust. 1 i 3 oraz zmian w tym zakresie;

7) przekazywania Komisji Europejskiej listy organów, o których mowa w art. 5–7;

8) współpracy z jednostką krajową Europolu w zakresie udzielania zgody na dostęp Agencji Unii Europejskiej do spraw Współpracy Organów Ścigania (Europol) do danych VIS;

9) zapewnienia rejestrowania wszystkich przypadków, w których uzyskano dostęp do danych lub wykorzystano dane w inny sposób poprzez Krajowy System Informatyczny (KSI).

2. Centralnemu organowi technicznemu KSI powierza się sprawozdawczość związaną z funkcjonowaniem Krajowego Systemu Informatycznego (KSI), w tym prowadzenie statystyk określonych w art. 39 ust. 6 rozporządzenia 2018/1861 oraz art. 53 ust. 8 i art. 54 ust. 6 rozporządzenia 2018/1862.”;

15) art. 28 otrzymuje brzmienie:

„Art. 28. Minister właściwy do spraw wewnętrznych określi, w drodze rozporządzenia, szczegółowy sposób rejestrowania przypadków, o których mowa w art. 27 pkt 9, mając na względzie bezpieczeństwo i ochronę danych przetwarzanych poprzez Krajowy System Informatyczny (KSI).”;

16) w art. 29 ust. 2 i 3 otrzymują brzmienie:

„2. Minister właściwy do spraw wewnętrznych, po uzyskaniu informacji, o której mowa w ust. 1, przeprowadza kontrolę w zakresie spełniania przez Krajowy System Informatyczny (KSI) wymogów określonych w art. 9 ust. 1 i 2 rozporządzenia 2018/1861 oraz w art. 9 ust. 1 i 2 rozporządzenia 2018/1862.

3. Po przeprowadzeniu kontroli, o której mowa w ust. 2, minister właściwy do spraw wewnętrznych przedstawia centralnemu organowi technicznemu KSI pisemną opinię w zakresie spełnienia przez Krajowy System Informatyczny (KSI) wymogów określonych w art. 9 ust. 1 i 2 rozporządzenia 2018/1861 oraz w art. 9 ust. 1 i 2 rozporządzenia 2018/1862, a w przypadku stwierdzenia nieprawidłowości w Krajowym Systemie Informatycznym (KSI) przekazuje centralnemu organowi technicznemu KSI zalecenia pokontrolne w formie pisemnej.”;

17) w art. 34 ust. 1 otrzymuje brzmienie:

„1. W przypadku dokonywania zmian w Krajowym Systemie Informatycznym (KSI), po jego uruchomieniu, mających wpływ na bezpieczeństwo w zakresie, o którym mowa w art. 10 rozporządzenia 2018/1861 oraz art. 10 rozporządzenia 2018/1862, centralny organ techniczny KSI jest obowiązany, przed wdrożeniem tych zmian, do uzyskania pisemnej opinii ministra właściwego do spraw wewnętrznych w zakresie spełnienia przez Krajowy System Informatyczny (KSI) wymogów określonych w art. 4 i art. 9 rozporządzenia 2018/1861 oraz art. 4 i art. 9 rozporządzenia 2018/1862, a także opinii Prezesa Urzędu Ochrony Danych Osobowych.”;

18) w art. 35 ust. 1 otrzymuje brzmienie:

„1. W ramach struktury Komendy Głównej Policji wyznacza się komórkę organizacyjną będącą biurem SIRENE, zapewniającą w szczególności wymianę informacji uzupełniających w trybie i zgodnie z zasadami określonymi w aktach wykonawczych przyjętych przez Komisję na podstawie art. 8 ust. 4 rozporządzenia 2018/1861 oraz art. 8 ust. 4 rozporządzenia 2018/1862.”;

19) w art. 35 dodaje się ust. 3 w brzmieniu:

„3. W ramach Biura SIRENE współdziałają funkcjonariusze i pracownicy Policji i Straży Granicznej, którzy wspólnie realizują zadania określone w ust. 1. Szczegółowy zakres i podział zadań oraz sposoby współdziałania określa porozumienie zawarte pomiędzy Komendantem Głównym Straży Granicznej i Komendantem Głównym Policji.”;

20) art. 37 otrzymuje brzmienie:

„Art. 37. 1. Organy, o których mowa w rozdziale 2, są obowiązane, w zakresie swojego działania, do współpracy z biurem SIRENE w celu realizacji jego zadań związanych z udziałem w Systemie Informacyjnym Schengen, w tym do wymiany informacji uzupełniających oraz zapewnienia łatwego, bezpośredniego lub pośredniego dostępu do informacji i do baz danych w zakresie dokonywanych przez te organy wpisów.

2. Obowiązek, o którym mowa w ust. 1, dotyczy w szczególności bezzwłocznego przekazywania do biura SIRENE, w związku z dokonaniem poprzez Krajowy System Informatyczny (KSI) wpisu danych SIS, kopii decyzji będących podstawą wpisu danych SIS do celów odmowy wjazdu dotyczących cudzoziemców będących członkami rodzin obywateli UE w rozumieniu art. 2 pkt 4 ustawy z dnia 14 lipca 2006 r. o wjeździe na terytorium Rzeczypospolitej Polskiej, pobycie oraz wyjeździe z tego terytorium obywateli państw członkowskich Unii Europejskiej i członków ich rodzin (Dz. U. z 2021 r. poz. 1697), a także przekazywania odpowiednio wszystkich istotnych informacji w odniesieniu do wpisów dokonywanych zgodnie z art. 3 ust. 1 od momentu utworzenia wpisu zgodnie z zakresem określonym w aktach wykonawczych przyjętych przez Komisję na podstawie art. 8 ust. 4 rozporządzenia 2018/1861 oraz art. 8 ust. 4 rozporządzenia 2018/1862.

3. W celu realizacji przez biuro SIRENE zadań związanych z udziałem w Systemie Informacyjnym Schengen, organy, o których mowa w rozdziale 2, są zobowiązane w zakresie swojego działania w ramach współpracy z tym biurem do przestrzegania terminów dotyczących konsultacji prowadzonych w drodze wymiany informacji uzupełniających określonych w art. 9–12 rozporządzenia 2018/1860 oraz art. 27–30 rozporządzenia 2018/1861.”.

Art. 2. Dotychczasowe przepisy wykonawcze wydane na podstawie art. 4 ust. 5, art. 21 ust. 1, art. 22 ust. 3 oraz art. 25 ust. 3 i 4 ustawy zmienianej w art. 1 zachowują moc do dnia wejścia w życie przepisów wykonawczych wydanych na podstawie art. 4 ust. 8, art. 21 ust. 1, art. 22 ust. 3 oraz art. 25 ust. 6 i 7 ustawy zmienianej w art. 1 w brzmieniu nadanym niniejszą ustawą.

Art. 3. Ustawa wchodzi w życie po upływie 14 dni od dnia ogłoszenia, z wyjątkiem:

1) art. 1 pkt 4 w zakresie zmienianego art. 3 ust. 1 pkt 15 oraz art. 1 pkt 5 w zakresie zmienianego art. 4 ust. 1 pkt 16, które wchodzą w życie z dniem następującym po dniu ogłoszenia;

2) art. 1 pkt 2 lit. d w zakresie zmienianego art. 2 pkt 14a i 15a, art. 1 pkt 4 w zakresie zmienianego art. 3 ust. 1 pkt 1–14 i ust. 2–6, art. 1 pkt 5 w zakresie zmienianego art. 4 ust. 1 pkt 1–15 i ust. 2–10 oraz art. 1 pkt 3, 6–10, 12, 14, 15, 18 i 19, które wchodzą w życie z dniem określonym w decyzji Komisji, zgodnie z art. 66 ust. 2 rozporządzenia 2018/1861 oraz art. 79 ust. 2 rozporządzenia 2018/1862.